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• Network Overview 

• Dual-Stack Status

• Moving to IPv6-Only
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June 2015 Apple WWDC

https://developer.apple.com/news/?id=05042016a


IPv4 Market Group

https://ipv4marketgroup.com/broker-services/buy/






This WAS the plan…



RFC 7269

Dual-stack Wireless Guest globally

“Scream tests” of IPv6-Only 

https://tools.ietf.org/html/rfc7269
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1. VPN client does VPN concentrator address resolution

2. Load-Balancer provides DNS A record

3. VPN session establishment over IPv4 is NAT44 translated on the home CPE

4. Then 4->6 header translation/encapsulation is performed on the home CPE

5. This traffic is forwarded over IPv6-Only/Dual-stack network to MAP Border Relay
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7.

6. At MAP-BR the traffic is IPv6 traffic has header replaced with IPv4/decapsulated

7. The traffic is forwarded over IPv4 to the VPN headend

8. Will the VPN Headend accept this traffic?

• The header has been tampered with (MAP-T)

• What about Jumbo frames (in MAP-E), fragmentation (it is SW processed on the MAP-BR)??

6.

The Future is NOW 
Free (France), Charter 
Communications, Comcast 
(tests), your any given mobile 
ISP (BT/EE, T-Mobile US, 
Reliance JIO)…
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2. Load-balancer provides DNS A/AAAA record

3. VPN session establishment over IPv6 is natively forwarded out the home CPE

4. This traffic is forwarded over IPv6-Only network to the nearest exit point (local P&T etc.)

5. At the local exit point the traffic is natively forwarded to the IPv6 address of the VPN 

Headend.

6. VPN session is established and both IPv6 and IPv4 traffic from the user device for the 

Corpnet is sent through the VPN tunnel
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It doesn’t matter what IPv4-as-a-Service technology is used by the ISP, native IPv6 gets around it.







https://datatracker.ietf.org/doc/html/draft-bruneau-intarea-provisioning-domains

https://datatracker.ietf.org/doc/html/draft-bruneau-intarea-provisioning-domains













